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POLICY 

TITLE: Remotely Piloted Aircraft (RPA) Policy 

ADOPTED BY: Chief Executive Officer (CEO)  

DATE OF ADOPTION: 29 Nov 2024 DATE OF REVIEW: 29 Nov 2026 

POLICY NUMBER: 207 

LEGISLATIVE REF: Civil Aviation Act 1988 (Cth) 

Civil Aviation Safety Regulations 1988 (Cth) 

Aviation Transport Security Act 2004 

Information Act 2002 (NT) 

Surveillance Devices Act 2007 (NT) 

1. INTRODUCTION 

1.1. Purpose 

The purpose of this Policy is to ensure that the use and operation of Remotely Piloted Aircraft 
(RPA) by Barkly Regional Council (BRC) complies with all relevant legislation, safety standards, 
and ethical practices.  The Policy aims to meet the obligations of BRC’s Remotely Piloted Aircraft 
Operators Certificate (ReOC) while prioritising safety, privacy and compliance with legislation. 

1.2. Scope 

This Policy applies to:- 

• The Council employees and contractors operating RPA in any location across the 
Council’s area as part of the Council’s activities. 

• The purchase of RPA with funding through Council. 

• The hiring for or contracting for any RPA services by Council. 

• Data collected by BRC, through RPA activity. 

• RPA systems and technologies owned by BRC. 

1.3. Definitions 

CASA Means the Civil Aviation Safety Authority (CASA) which is an independent statutory 
authority.  Under Section 8 of the Civil Aviation Act 1988, CASA is a body corporate separate 
from the Commonwealth. 

Council Means the Barkly Regional Council 

Excluded RPA: Unmanned aircraft that may, under certain conditions, be operated without an 
explicit authorisation from CASA (refer to regulation 101.327). 

RPA: Means a remotely piloted aircraft, other than a balloon or a kite. 

Personal information: Means information or an opinion, including information or an opinion 
forming part of a database, whether true or not, and whether recorded in a material form or not, 
about an individual whose identity is apparent, or can reasonably be ascertained, from the 
information or opinion as defined under the Information Act 2002 (NT). 
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Unmanned Aerial Vehicle (UAV): Means a powered, aerial vehicle that does not carry a human 
operator, uses aerodynamic forces to provide vehicle lift, can fly autonomously or be piloted 
remotely. 

1.4. Responsibilities 

• Operations and Remote Communities team is responsible for the regular review of this policy 
and the supporting organisational guideline. 

• Operations and Remote Communities team, where required, are responsible for the 
development, monitoring and application of departmental operational manuals regarding the 
operation of RPA in their departments and reporting any incidents to CASA. 

• Operations and Remote Communities team will ensure all purchased RPA are recorded in 
councils corporate fleet management asset register. 

• Operations and Remote Communities team is responsible for the maintenance, repair and 
replacement of RPA with budget allocations from the relevant operational area. 

• Operations and Remote Communities team are responsible for: 

a) Ensuring RPA operations in their respective areas are consistent with all CASA guidelines, 
this organisational policy and associated guideline and where applicable their departmental 
operational manuals regarding the use, management and operations of RPA. 

b) Maintaining registers of all RPA in their asset registers. 

c) Updating the council's asset register located on the intranet. 

d) Ensuring all RPA flight details are logged and recorded in council's record management 
system. 

e) Monitoring, maintenance and repairs of all RPA. 

f) Budget allocations for the purchase, maintenance and replacement of all RPA. 

g) Ensuring all employees operating RPA are suitably trained by a qualified CASA approved 
trainer. 

• Council officers operating RPA are responsible for: 

a) Ensuring the use of RPA is conducted as per the CASA operating guidelines, all relevant 
laws, this organizational policy and any related guidelines, manuals or council policies. 

b) Reporting any incidents related to the use of the RPA. 

• Operations and Remote Communities team will monitor all incidents reported by staff and 
ensure safety documentation continues to address all safe operating requirements. 

1.5. Policy Objectives 

1) BRC is committed to utilising and accessing the latest technology to improve services, reduce 
risks, protect the environment, enhance community safety and reduce costs.  

2) The use and operation of RPA is regulated by the Commonwealth Civil Aviation Safety 
Authority (CASA) and relevant state and Commonwealth law. 

3) In addition to the RPA organisational guideline, where necessary council departments will 
establish departmental operating manuals to ensure: 

a. Compliance with this Policy and associated guideline 

b. Consistent application of RPA across the Council organisation 

c. Compliance with those legal obligations 

d. Reduced risks to safety, security and privacy of our community. 
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2. POLICY STATEMENT 

2.1 Guiding Principles 

The principles that guide the use and operation of RPA as part of the sec operations are: 

1) Legislative compliance – Council will comply with CASA and any other relevant law. 

2) Privacy – Council will collect, use, disclose and store personal information in accordance with 
the Information Act 2002 (NT) and Council’s Privacy Policy. 

3) Communication – Council will inform the community when RPA are in use. 

4) Community Safety – Council will utilize RPA efficiently, safely and in the public interest. 

5) Work Health and Safety – Council will develop and utilize appropriate Council work method 
statements for RPA usage. 

The use of RPA must comply with all relevant legislation, including the Civil Aviation Safety Regulations 1998 
(CASR 1998), the Information Act 2002 (NT) and the Surveillance Devices Act 2007 (NT).  The collection of 
personal information through RPA usage must comply with BCR’s privacy obligations and policies regarding 
the collection, storage, processing and disclosure of personal information.   
 
BRC encourages the responsible use of drones in the Tennant Creek municipality subject to CASA regulations, 
including avoiding flying near people or properties, respecting personal privacy, and adhering to restricted 
airspace guidelines.  BCR does not enforce rules and regulations regarding the use of RPA on BCR controlled 
land, and any breaches must be reported directly to CASA. 

3. RPA TECHNOLOGY 

Council utilizes RPA technology for several purposes to improve services, reduce risks to council officers, 
protect the environment, enhance community safety and reduce operational costs. 
 
Council may use RPA technology for the following purposes, but not limited to: 
 

• Geospatial mapping 

• Disaster and crisis management 

• Asset management inspections. 

• Environmental management - e.g. documenting permitted bush inspection works, waste 
management and cleaning investigations. 

• Pest and plant control - e.g. feral animal management, mosquito monitoring, detection of invasive 
plant species. 

• Range of maintenance activities - e.g. Conducting regular inspections, identifying defects, 
prioritizing repairs, and implementing maintenance strategies to ensure the effective upkeep and 
repair of various assets including buildings, roads, etc. 

• Survey work - e.g. waste/quarry site surveys, road surveys etc. 

• General aerial photography- e.g. project before and after updates. 

4. RPA MANAGEMENT 

The use and operation of RPA in Council includes the following stages: 

• Business Case Analysis 

• Compliance with all relevant law 

• Training and Licensing  

• Liability and Insurance 

• Ongoing operational requirements 
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5. BUSINESS CASE ANALYSIS 

Operational areas must conduct a business case analysis to determine the appropriateness of utilising 
RPA technology and ensure the use and operation is consistent with the Council’s vision and corporate 
plan strategies: 

• The process comprises the following elements 

• Analysis of situation / operation 

• Solutions option 

• Cost benefit and risk analysis 

• Recommendation 

Business cases will be assessed and the appropriate approach signed off by the appropriate director / 
manager. 

6. COMPLIANCE WITH ALL RELEVANT LAWS 

Council operators of excluded RPA must ensure that their activities are compliant with all applicable state 
and federal laws, such as those in privacy and security legislation. 

6.1. CASA Regulations 

CASA regulation defines those RPA that do not require a CASA certified pilot to operate. An excluded 
RPA can be operated without certain licences and permissions in accordance with the CASA 
regulations Standard Operating Procedures. Excluded RPA must be operated in accordance with 
CASA regulations. It is important to remember that an excluded RPA is one that may be operated 
without specific authorisations from CASA. 

It is essential that operators and pilots of excluded RPA understand that, despite any privileges 
available under the regulations, it is a strict liability offence to: 

Operate an unmanned aircraft in a way that creates a hazard to another aircraft, another person, or 
property. 

Operators and pilots should be aware that both the Civil Aviation Act 1988 (Cth) and the Aviation 
Transport Security Act 2004 (Cth) and regulations include criminal offences for interference with the 
safe conduct of air transport or reckless flying, including up to two years imprisonment. 

The operation of an RPA that is not identified as an excluded RPA under the CASA regulations can 
only be operated by a CASA certified pilot. 

Full details on the operation and compliance with excluded RPA and RPA can be found on the CASA 
website (www.casa.gov.au). 

Refer to the RPA organisational guideline for full details on excluded RPA. 

6.2. Information Privacy 

The collection of data must be in accordance with the Information Act 2002 (NT) and council's privacy 
policy. 

Information Act 2002 (NT) governs how local governments, collect, use, disclose and store personal 
information. While in most circumstances RPA will not collect personal information, there may be some 
instances where personal information is collected during the course of an RPA operation.  

Personal information collected during the use and operation of RPA will be handled in accordance with 
the Information Act 2002 (NT) and council's privacy policy. Council must take reasonable steps to 
notify the public in circumstances where RPA are in operation across the region. 

7. TRAINING 

While there are no formal training requirements for excluded RPA, all council officers operating an 
excluded RPA will obtain training before operating an excluded RPA to ensure they understand the safety 
rules applying to how to use RPA and its specific weight category. 

http://www.casa.gov.au/
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Further training on the use of excluded RPA can be accessed via an eLearning module which can be 
found on the CASA website. 

Council officers required to operate non-excluded RPA are required to hold a remote pilot's license and 
RPA operator's certificate from CASA. Training for these licenses is provided by CASA. 

8. LIABILITY AND INSURANCE 

Council's public liability insurer provide coverage for council employees using RPA in line with CASA 
requirements. Coverage does not extend to contractors who need to hold their own insurance policy. 

Where council contracts out the operation of an RPA, all RPA contractors must provide an indemnity to 
council that is supported by adequate and appropriate insurance coverage held by the contractor. 

Additionally, contractors must agree to comply with all relevant commonwealth and state laws, council 
policies and local laws. 

9. ONGOING OPERATIONAL REQUIREMENTS 

9.1. Monitoring 

Council employees must maintain records of use each time RPA are operated. A log of all hours of 
flight operation is required by the relevant operational areas. Each operational area is responsible for 
the upkeep and maintenance of this register. 

This information will be recorded as evidence to support council's compliance with CASA regulations 
and privacy legislation. 

Further monitoring of all data and information collected will be recorded to ensure the continued use 
and operation of RPA continues to meet council's strategic objectives and vision. 

9.2. Reporting 

Reporting of data and information collected during the use of RPA will form part of council's normal 
operating procedures for reporting on programs and operational activities. It is expected that this 
reporting will occur in line with our standard reporting requirements (e.g. quarterly reporting, annual 
reporting). 

9.3. Record Keeping and Data Capture 

All information and data must be captured in council's record management system. It is vital for 
authenticity and integrity that all information and data collected by RPA are recorded and readily 
accessible. Aside from our legal obligations to record and maintain all information, the integrity, 
accuracy and accessibility of information are vital to any future use. The storage of data captured by 
the operation of RPA must be in accordance with the policies, guidelines or procedures of the council. 

9.4. Asset Management 

All RPA purchased by operational areas must be recorded in the council's asset register. The 
Operations and Remote Communities team in consultation with operational areas will manage the 
maintenance, repair and replacement of RPA which will be funded through existing budget allocations 
of the relevant operational area. All RPA will be recorded as an asset with Operations and Remote 
Communities team. 

It is expected over time that Operations and Remote Communities team will manage the purchase of 
all RPA corporately. Purchase requests for all RPA will be approved by the relevant Departmental 
Director and Senior Project Manager. 

A complete register of all council owned RPA will be made available on council's intranet. 

10. MEASUREMENTS OF SUCCESS 

The following measures of success will require the establishment of baseline data. 

• Activities undertaken in accordance with CASA requirements 

• Compliance with all relevant laws and Council policies 
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• Monitoring the level of reported incidents to CASA as required by operating guidelines. 

• Assessment of WHS reporting incidents associated with RPA activities. 

• Number of RPA operated by Council and flights associated with each aircraft. 

• Departmental RPA guidelines and work method statements developed 

11. RELEVANT POLICIES AND LEGISLATION 

Legislation to be read in conjunction with this policy are: 

1) Civil Aviation Act 1988 (Cth) 

2) Civil Aviation Safety Regulations 1998 (Cth) 

3) Aviation Transport Security Act 2004 

4) Information Act 2002 (NT) 

5) Surveillance Devices Act 2007 (NT) 

12. IMPLEMENTATION AND REVIEW 

12.1. Implementation  

Relevant personnel will be made aware of this policy and it will be published on the Barkly 

Regional Council website. 

12.2. Review 

This policy will be reviewed on or before 29 November 2026. 

13. VARIATIONS, REVOCATIONS AND/OR CHANGES  

Barkly Regional Council reserves the right to revoke and/or amend this policy from time to time as is 
considered necessary to better manage its business and/or to comply with any legislative requirements. 
Employees will be given sufficient notice of any such revocations, amendments, or changes. 

14. APPROVAL 

This policy is approved.  

Chris Kelly     

Chief Executive Officer  Signature  Dated 

 

29 Nov 2024


